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ADYANCED

Firewall rules can be used to allow or deny traffic passing through the router. You can specify a
single part by utilizing the input box on the top or a range of ports by utilizing both input boxes,

DMZ means 'Demilitatized Zone'. DMZ allows cormputers behind the router firewall to be accessible
to Internet traffic. Typically, your DMZ would contain Web servers, FTP servers and others,

Save Setfings | Don't Save Settings |

ANTI-SPO0OF CHECKING

Enable Anti-Spoof checking: @

FIREWALL SETTINGS

Ensble SFI:  [@

DMZ HOST
The DMZ (Derilitarized Zone) option lets you set a single cormputer on your network outside of the
router, If you have a computer that cannot run Internet applications successfully from behind the
router, then you can place the computer into the DMZ for unrestricted Internet access,
Putting a computer in the DMZ may expose that computer to a variety of security risks, Use of this
option is only recormended as a last resort,
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